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[bookmark: _Toc327548005][bookmark: _Toc327548205][bookmark: _Toc330993688]GSMA NG 5GMRR, a task force of NRG, is currently investigating 5GS Roaming security. NG 5GMRR task force requests clarifications on the mutual authentication between the vNRF and hNRF before the NF Service Consumer obtains an access token in the roaming scenario as described in section 13.4.1.2.2 of 3GPP TS 33.501 specification.
NG 5GMRR Task force would like to point out that the step for mutual authentication between vNRF and hNRF, as depicted in the figure 13.4.1.2.2-1 in 3GPP TS 33.501 seems to be a pre-condition before the NF Service Consumer initiates the access token request procedure. In addition, NG 5GMRR Task force would like to point out that the above mentioned step is not being referenced in the call flow description steps below figure 13.4.1.2.2-1.
[image: ]

NG 5GMRR Task force kindly requests 3GPP SA3 to clarify the above referenced mutual authentication and if needed to update SA3 TS33.501 accordingly.
ACTIONS:
GSMA NG 5GMRR kindly asks 3GPP SA3 to clarify the above mentioned NRF mutual authentication and if needed to add appropriate clarification to 3GPP TS 33.501.
NEXT MEETINGS:
5GMRR#24 - 17th November 2021, Virtual Meeting
5GMRR#25 - 29th November 2021, Virtual Meeting
5GMRR#26 - 17th December 2021, Virtual Meeting
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